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government organisations, officers and employees from improper pressure or harassment; 
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9(2)(k) - to prevent the disclosure of official information for improper gain or improper advantage 
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terms that they apply to their material. 
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1. TEST OBJECTIVE 

To define the specif ic  test  approach and processes which wi l l  be carried out by the 
The Treasury -  CASS Business Users Team and Appl ication Development Team 
during UAT.  
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2. TEST SCOPE AND SCHEDULE 

The Budget 2018 webiste is an update of the Budget 2017. There will be 2 sprints/drops and testing will 
follow each sprint/drops: 
 
SPRINT 1 (09-May): New Visuals, Speech and Families Package Calculator 
SPRINT 2 (17-May): Full Budget Website 
 
On each Sprint/Drop, UAT cycle will be scheduled as follows: 
 
02-Mayto 05-May (5 Days) - UAT Cycle performed by CASS Business Users and Applications and 
Publications Tester, and Partners (MSD, IRD) 
 
10-May to 16-May (5 Days) - UAT Cycle performed by CASS Business Users and Applications and 
Publications Tester, and Partners (MSD, IRD) 
 
Each Business Requirements/User Stories will have Acceptance Criteria that should be complied before 
signing off. 
 
Business Users are responsible for performing UAT development and execution of test cases alongside the 
tester/s from Application and Publications Team. The website will be tested across IE, Chrome and Safari 
browsers from Laptop/Desktop and mobile/tablet platforms 
 
A Sanity Test level of Performance/Load and Security Testing are covered by the  CASS Architecture and 
Security team. Unit/Componenet, System, End to End, Compatibility, Usability and Interface/Database 
testing are covered by the vendor, . Both Functional and Non Fucntional testing will have sign off 
reports/emails which will be incouded in the Test Completion Report of UAT 
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3. TYPES OF TESTING 

1. Functional 
A. System Testing – i.e. Is the website displaying the correct content? Are the colors and font size correct? 
B. End to End Testing – i.e. Is the user able to browse thru all the pages of the website correctly? 
C. User Acceptance Testing (UAT) – i.e Are all the Business Requirements covered? 
D. Compatibility - i.e. Can the user able to view the website from different browsers and platforms? 
E Usability – i.e. Are the links, button, text fields working as expected? 
F. Interface Testing/Database Testing – i.e. Which server is handling the web requests? Are there errors 
showing from database when handling requests? 
 
2. Non- Functional  
A. Performance/Load – i.e What is the response time of the website when doing a calculation on Families 
calculator?  
B. Security – i.e. Will the website be prone to hackers? 
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4. TEST APPROACH 

Given the timeline of the project, testing will be risk based. This means that High and Medium Priority test 
cases will be run first and if there are still time the low priority scenarios can be executed. 
 
Critical and High defects identified should be properly investigated and resolved, retested, and  
closed/deferred by the project team. Defects deemed as low or cosmetic can be deferred or closed ar s per 
team agreement. 
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5. TEST ENVIRONMENT 

URLs for Test environment will be used for testing.  
URLs will be provided by the Vendor/Development Team. 
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6. TEST TOOLS 

JIRA - for Defect Management 

MS Word - for Test Plans 

MS Excel - for Test Cases and Test Reports 

BROWSERS – Internet Explorer, Chrome, Safari (for test execution) 

PLATFORMS – Desktop/Laptop, Mobile, Tablet (for test execution)  
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7. TEST DATA 

Test data will reference from Business documents i.e. Sample scenarios for calculations. 
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9. PRIORITIZATION 

Test Cases 

• High - test cases with critical functionalities and are mandatory to run 
• Medium - test cases with important functionalities and should be run after the High priority test 

cases are completed 
• Low - test cases with low and cosmetic scenarios that can be run if schedule is still permits 

 
Defects  

• Critical - defects that will not allow testers/user to proceed with testing i.e. System Crash. This defect 
should be fixed right away. 

• High - defects found on major functionalities without a workaround. These defects should be fixed 
on the same release. 

• Medium - defects found on major functionalities with a work around. These defects may or may not 
be deferred as agreed by the project team. 

• Low - defects that are low priority and are cosmetic in nature. These defects may be deferred on 
later releases. 
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10. TEST PROCESS 

 
Sprints/Drops will undertake the following test activities: 

1. Test Preparation:  
- Analyzing Business Requirements  
- Writing/Updating /Review of Test Plan 
- Writing/Review of Test Cases 
- Checking URL for testing 

 
2. Test Execution and Coordination:  

- Test case running (Business Users and Partners i.e. MSD, IRD) 
- Defect logging, retesting and closing/deferred (Tester and Business User/s) 
- Regular Catch Up (Tester and Business User/s) 
- Defect Triage (if needed) 

 
3. Test Reporting and Review:  

- Sign off report sent out for review and approval (including vendor and partner test reports) 
(Tester) 

 

Further emails Page 64 of 80



Test Strategy 

14 of 19 

11. CHANGE REQUEST PROCESS 

The new requirement/s identified during the course of testing cycle should go thru approval process of 
the project team. When a new requirement has been identified, project team should agree to approve 
the requirement before it goes to development.-testing-deployment. A meeting can be set up with all 
the project leads and a report/email is needed for confirmation. 

Further emails Page 65 of 80



Test Strategy 

15 of 19 

12. DEFECT PROCESS 

All defects will be logged and managed in JIRA. Business Users and/or Testers can log, retest and close a 
defect. Defects raised by the Business Users can also be retested and closed by the tester. 
 
A defect will follow a number of stages before it can be Closed/Deferred. 
 
OPEN (Defect is logged by a Tester/Business User) 

-> INVESTIGATION (Developer will do an analysis on the defect. Triage meeting can be set up if 
needed) 

-> DEVELOPMENT (Developer will fix the defect, once done it will be assigned back to the 
tester/Business User) 

-> RE-TESTING (Tester/Business User will retest a defect) 
-> CLOSED/DEFERRED (or back to OPEN) (Tester/Business User should 

close the defect when it has verified fix, otherwise it should be assigned back to 
Developer to re-open the defect. A defect may be deferred to later release as 
agreed by the Business) 

 
User should give important details in order for the Developer to replicate and investigate the issue: 
- Summary of Defect 
- Steps to replicate 
- Actual Result 
- Expected Result 
- URL 
- Build Number (if applicable) 
- Data used (if applicable) 
- Attachments: i.e. screenshots, logs etc (if applicable) 
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13. TEST SCRIPTING PROCESS 

Testers and Business Users are responsible for writing the test cases:  
 
Test Cases must have the following: 
- Title 
- Precondition 
- Steps 
- Expected Result 
 
Test cases should be peer reviewed and prioritized by the project team. 
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14. TEST REPORTS 

There will be two (2) Test Completion Reports to be delivered for the website: 

1. For the 09-May Sprint/Drop: The report will be for signing off the Speech content and Families 
Package Calculator (and New Visauals) page. 

i.  – Functional testing 
ii. MSD, IRD – UAT/Exploratory testing 

iii. Treasury/CASS (Business Users/Testers) – UAT testing for Speech and Calculator 
 

2. For the 17-May Sprint/Drop: The report will be for signing off the full Budget 2018 website (New 
Visuals+ Speech+ Families Package Calculator) 

i.  – Functional testing 
ii. MSD, IRD – UAT/Exploratory testing 

iii. Treasury/CASS (Business Users/Testers)– UAT  
iv. CASS – Architecture and Security Team – Performance/Load and Security Sanity 

Check 
 

Each report will include the following: 
- Number of test cases passed 
- Number of defects logged 
- Number of test cases to run 
- Priority of defects 
- Sign off test reports/emails i.e. vendor, partner etc. 

- Sign off Criteria  
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15. QUALITY GATES 

A. Testing done by the Vendor ) 
Vendor/s should include in their Release Notes (or similar report/document), the Type of testing they have 
done and the kinds of scenarios they run. Testing should be properly signed off before handing it over 
(email) to The Treasury - CASS. 
 
B. Testing done by Partners i.e. MSD, IRD 
Partners should send a test report/email confirming the types of testing/ test scenarios they have 
completed. This way, testers (Business Users and Testers) on The Treasury - CASS should be able to 
outscope the functionalities that have already been covered. 
 
C. Testing done by the Business User/s (Treasury) 
Business Team carrying out User Acceptance Testing (UAT) and/or Exploratory testing will be providing a 
list of Business Scenarios and a Test Sign off which to be inlcuded in the Test Reports. 
 
D. Testing done by CASS 
UAT is handled by the Business User from Treasury in corrdination with the tester from Application and 
Publications team. The tester is responsible for all test deliverables and the sign off process of the whole 
testing cycle. 
 
The CASS Architecture and Security team will be giving sign off reports on the performance/load and 
security sanity checks which to be included in Test Completion Report.  
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16. SIGN OFF CRITERIA 

A. Each User Story 

Each Acceptance Criteria of a User Story should be ‘accepted’/completed.  
Acceptance should come from Business Users Lead.  
 

B. Sprint 

A Test Completion Report is sent out to the project team that contains the status of testing and defects 
which will be the basis of sign off from the project lead/s. 
 
ALL Test Sign Off Reports are received from the Partners and Vendor 

 

ALL High priority test cases are run. Medium and Low priority test cases are run as agreed by the project 

team. 

 

ALL Critical defects should be fixed, retested and closed. High and Medium defects are prioritized as agreed 

to be resolved/deferred on a specific release 
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